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The Context of Measurement
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Operational Performance
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Capability Maturity/Standards

Site Firewall |Wireless |[Compone|/PCHN

Aherdeen

* Architectural Standards Belfast

Cardiff

* Configuration Standards

* Test criteria for pass/fail

* Checklists for reviews Landudno

* Underpinned by Security capability definition

* Then expressed as risk...
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The capability maturity model

Stripped to its essence, it's a scale of 1-5, which measures
maturity as:

1.
2.

Ad hoc - reactive, inconsistent across the organisation

Repeatable — some repeatability but no organisation-wide
standard exists

Defined — a standard is defined but is not wholly followed
Managed - a standard is followed and centrally coordinated

Optimised — standards are fully embedded with an active
feedback loop in place

Some add 0. Non-existent ®
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